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tion processing apparatus with use of the first token, gener-
ating a document from the acquired data, transmitting the
second token to an authentication processing apparatus,
acquiring a verification result of the second token from the
authentication processing apparatus, and transmitting the
generated document to a second external information pro-
cessing apparatus with use of the second token.
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SERVER SYSTEM AND CONTROL METHOD

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a technique of a server
system and a control method.

2. Description of the Related Art

Conventionally, techniques for authentication using an
access token have been disclosed.

Japanese Patent Application Laid-Open No. 2009-251709
discusses a technique in which an image forming apparatus
issues a token to a terminal apparatus, and the terminal appa-
ratus is authenticated by the image forming apparatus with
use of the issued token. Further, Japanese Patent Application
Laid-Open No. 2009-251709 also discusses a technique in
which the token is verified by the image forming apparatus.

SUMMARY OF THE INVENTION

Now, suppose an environment under which data is acquired
from a first external information processing apparatus with
use of a first token corresponding to an identifier, a document
is formed from the acquired data, and the generated document
is transmitted to an authentication processing apparatus with
use of a second token corresponding to the same identifier.

However, since the above-described environment is not
assumed in the technique discussed in Japanese Patent Appli-
cation Laid-Open No. 2009-251709, the first token and the
second token cannot be identified from the identifier. There-
fore, obviously, this technique cannot achieve both acquisi-
tion of the data from the first external information processing
apparatus with use of the first token, and transmission of the
document to the authentication processing apparatus with use
of the second token.

The present invention is directed to a technique for identi-
fying a first token and a second token based on an identifier,
and taking advantages of the tokens by using the identified
first token for a first external information processing appara-
tus and using the identified second token for an authentication
processing apparatus.

According to an aspect of the present invention, a server
system includes a reception unit configured to receive an
identifier from a first external information processing appa-
ratus, an identification unit configured to identify a first token
for acquiring data from the first external information process-
ing apparatus and a second token for acquiring a verification
result from an authentication processing apparatus based on
the identifier, a generation unit configured to acquire data
from the first external information processing apparatus with
use of the first token to generate a document from the acquired
data, an acquisition unit configured to acquire the verification
result of the second token from the authentication processing
apparatus by transmitting the second token to the authentica-
tion processing apparatus, and a transmission unit configured
to transmit the generated document to a second external infor-
mation processing apparatus with use of the second token.

Further features of the present invention will become
apparent from the following description of exemplary
embodiments with reference to the attached drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram illustrating a network configu-
ration.

FIG. 2 is a block diagram illustrating a hardware configu-
ration.
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FIG. 3 is a block diagram illustrating a module configura-
tion of a service provider server A 500.

FIG. 4 is a block diagram illustrating a module configura-
tion of a service provider server C 560.

FIG. 5 is a block diagram illustrating a module configura-
tion of a service provider server B 550.

FIG. 6 illustrates an example of a screen of the service
provider server B 550 for registering a scheduled job.

FIG. 7 illustrates an example of a screen of the service
provider server B 550 indicating a list of registered scheduled
jobs.

FIG. 8 illustrates an example of a screen of the service
provider server A 500 for setting batch printing information.

FIG. 9 illustrates an example of a screen of the service
provider server B 550 for registering a secret key.

FIG. 10 illustrates an example of the batch printing infor-
mation of the service provider server A 500.

FIG. 11 is a flowchart illustrating a flow performed by a
browser, the service provider server A 500, and an authenti-
cation server A 400.

FIG. 12 is a flowchart illustrating a flow performed by the
service provider server A 500.

FIG. 13 is a flowchart illustrating a flow performed by the
browser, the service provider server A 500, and an authenti-
cation server B 450.

FIG. 14 is a flowchart illustrating a flow performed by the
browser, the service provider server A 500, and the service
provider server B 550.

FIGS. 15A and 15B are flowcharts illustrating flows per-
formed by the service provider server A 500, the service
provider server B 550, the service provider server C 560, and
the authentication server A 400.

FIGS. 16 A and 16B are flowcharts illustrating flows per-
formed by the service provider server A 500.

FIG. 17 illustrates an example of a challenge of Digest
authentication.

FIG. 18 illustrates an example of a response of Digest
authentication.

FIG. 19 is a flowchart illustrating a flow performed by the
service provider server A 500 according to a second exem-
plary embodiment of the present invention.

DESCRIPTION OF THE EMBODIMENTS

How business data is managed and how various kinds of
processing are performed on a cloud platform will be now
described. A user accesses a web page of the cloud platform
from a browser of a client personal computer (PC) via the
Internet, and displays business data that the user wants to
view on the web page. For example, if the user issues a
document generation instruction from this screen, the user is
redirected to a document generation server, and the document
generation server acquires business data stored in the cloud
platform to generate a document, and transmits the generated
document to the client personal computer (PC) 200 or the
cloud platform. Representative examples of the cloud plat-
form include Salesforce CRM (registered trademark) pro-
vided by Salesforce.com Incorporated.

The cloud platform and the document generation server
operate in a multi-tenant manner. The tenant is a unit of a
company and an organization under a contract to use the
cloud platform and the document management server. A ser-
vice that operates in a multi-tenant manner manages data
pieces of a plurality of tenants by a single system, and man-
ages them while separating the data pieces of the respective
tenants from one another in such a manner that data of one
tenant cannot be referred to by another tenant. The cloud
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platform and the document generation server authenticate
users to allow the tenants to refer to only their respective own
data pieces.

When the cloud platform and the document generation
server cooperate with each other, authentication can be shared
between the servers without requiring a user to be authenti-
cated by the respective servers. One of techniques for sharing
authentication among a plurality of servers is a Single Sign-
On (hereinafter referred to as SSO) system based on Security
Assertion Markup Language (SAML). According to the SSO
system based on SAML, a user has user identifications (IDs)
forboth a server that provides an authentication service (Iden-
tityProvider, hereinafter referred to an IdP) and a server that
trusts an authentication result of the authentication service to
provide a service (ServiceProvider, hereinafter referred to as
an SP). Once the user is authenticated by the IdP, the SP trusts
this authentication result and authenticates this access as the
1D managed within the SP (IdP-initiated SSO). Further, when
an unauthenticated user, who is not authenticated by the IdP
yet, accesses the SP, the SP guides the unauthenticated user to
the appropriate IdP so that the user is authenticated by the IdP
(SP-initiated SSO).

To realize SSO based on SAML, the ID owned by the IdP
and the ID owned by the SP are managed by associating them
with each other (hereinafter referred to as user mapping).
Especially, for cooperative use of a service for which user
identification is indispensable, and the document generation
server, IDs should be managed by the user mapping.
Examples of services for which user identification is indis-
pensable include a printing service in which documents are
managed and printed by IDs.

However, the above-described method involves the follow-
ing problems. If an automatic workflow system that can work
through the cooperation among a plurality of service provider
servers (for example, nighttime batch printing) is realized in
the cloud environment, the authentication system designed
for normal users cannot be used therefor because of nonin-
tervention of a user. Further, if account information such as a
username and a password is held in both sides of the service
provider servers cooperating with each other, this leads to the
necessity of managing even account information of another
service, increasing in a security risk such as an illicit identity
fraud and an information leak.

Further, the respective services in the cloud environment
need to operate in a multi-tenant manner. Therefore, during
execution of an automatic workflow based on cooperation
among the servers, which tenant is running this workflow
needs to beidentified. Further, information for identifying the
respective tenants needs to be separated tenant by tenant and
be safely managed.

A case will be described where a system is configured in
such a manner that service provider servers therein cooperate
with each other to carry out a scheduled job, and this system
carries out a scheduled job that works under a system author-
ity without intervention of a user, such as nighttime batch
printing. In the following description, this example will be
described. At this time, a method in which cooperation among
the servers can be safely realized without holding a username
and a password in all servers will be also described below.

FIG. 1 is a block diagram illustrating a system configura-
tion of a first exemplary embodiment of the present invention.

In the present exemplary embodiment, a World Wide Web
(WWW) system is established via a wide area network
(WAN) 100. A local area network (LAN) 101 connects
respective constituent elements to one another. A plurality of
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LANs 101 is connected to one another via the WAN 100 so
that respective apparatuses become communicatable to one
another.

The client PC 200 is operated by a user, and issues a request
to the service provider server A 500 and the service provider
server B 550, which will be described below, with use of the
browser 220. Hereinafter, the browser 220 launched on the
client PC 200 will be referred to as simply the browser 220.

An authentication service determination server 300 guides
user’s access to an appropriate IdP.

Authentication servers A 400 and B 450 authenticate a
user, respectively, and both of them operate as identity pro-
vider apparatuses (IdPs). The number of authentication ser-
vices is not limited to two. Which IdP actually authenticates
a user varies depending on a user accessing the system. The
service provider servers A 500, B 550, and C 560 provide
services, respectively. They provide services to an authenti-
cated user. The service provider server A 500 receives a
request from the client PC 200 and the service provider server
B 550, and generates a document. The service provider server
B 550, for example, displays and updates data held thereby
according to a request from the client PC 200 and the service
provider server A 500. The service provider server C 560
receives a request from the client PC 200 and the service
provider server A 500, and prints a document. The service
provider server A 500, the service provider server B 550, and
the service provider server C 560 are not limited to providing
the document generation service, the cloud platform, and the
document printing service, and the services may be other
services. Further, the client PC 200, the authentication service
determination server 300, the authentication server A 400, the
authentication server B 450, the service provider server A
500, the service provider server B 550, and the service pro-
vider server C 560 are connected to one another via the WAN
network 100 and the LANs 101, respectively. The client PC
200 and the respective servers may be set up in respective
individual LANs, or may be set up in a same LAN. Further,
they may be set up in a same PC. The authentication service
determination server 300, the authentication server A 400, the
service provider server A 500, and the service provider server
C 560 belong to a server group established in a same network
(in an intranet), and the authentication server B 450 and the
service provider server B 550 belong to a server group estab-
lished in a same network (in an intranet). Further, each server
may be constituted by a single apparatus, or may be consti-
tuted by a plurality of apparatuses. The system including one
or more apparatuses in this manner is called a server system.

First, the client PC 200 accesses the service provider server
B 550 to register a scheduled job for batch printing. Upon
receiving unauthorized user access, the service provider
server B 550 displays an authentication screen (not-illus-
trated), and authenticates the user. Upon authenticating the
user, the service provider server B 550 displays a scheduled
job registration screen for batch printing.

FIG. 6 illustrates an example of the scheduled job registra-
tion screen 601 for batch printing, which the service provider
server B 550 provides to the browser 220 according to the
present exemplary embodiment. The scheduled job registra-
tion screen 601 includes a job information setting area 602
where the user sets a name of a scheduled job, a job start time
setting area 603 where the user sets a time to start the sched-
uled job, a printing parameter setting area 604 where the user
sets printing parameters of batch printing carried out by the
scheduled job, and a registration button 605 for registering
these settings. The user (administrator) operates the sched-
uled job registration screen 601 to input the time when the
user wants to carry out the scheduled job, the printing param-
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eters, and the like, and presses the registration button 605.
When the registration button 605 is pressed, the service pro-
vider server B 550 stores the instructed settings into a man-
agement area prepared for each tenant. The stored various
kinds of settings regarding the scheduled job can be con-
firmed anytime on a scheduled job list screen, which the
service provider server B 550 provides to the browser 220.

FIG. 7 illustrates an example of a scheduled job list screen
701, which the service provider server B 550 provides to the
browser 220 according to the present exemplary embodi-
ment. The user can confirm a name 702 and a start time 703 of
a scheduled job by the list display.

Next, the client PC 200 accesses the service provider server
A 500 to perform preliminary settings for batch printing.
Upon receiving unauthorized user access, the service pro-
vider server A 500 displays an authentication screen (not
illustrated), and authenticates the user. Upon authenticating
the user, the service provider server A 500 displays a setting
screen for batch printing.

FIG. 8 illustrates an example of a setting screen 801 for
batch printing, which the service provider server A 500 pro-
vides to the browser 220 according to the present exemplary
embodiment. The setting screen 801 for batch printing shows
a button 802 for setting an access token of the service provider
server C 560 (hereinafter, referred to as a server C access
token) into a management area of the service provider server
A 500, a button 803 for setting an access token of the service
provider server B 550 (hereinafter, referred to as a server B
access token) into the management area of the service pro-
vider server A 500, and a secret key 804 for verifying a batch
printing request transmitted from the service provider server
B 550. The access token is a token for permitting access to a
function of each service provider server, and is usually issued
by an authentication server after a user’s operation for pre-
liminary authentication. When the buttons 802 and 803 are
pressed by the user (administrator), the service provider
server A 500 stores the access token acquired from each
server into the management area while associating it with an
identification number of a tenant (tenant ID). Further, the
present exemplary embodiment may be configured in such a
manner that the secret key 804 is generated when the tenant
1D is issued (when a tenant is newly registered), and the secret
key 804 is managed while being associated with the tenant ID
at this time.

Further, the client PC 200 accesses the service provider
server B 550 to perform preliminary settings for batch print-
ing. The authentication procedure in the service provider
server B 550 is similar to the above-described procedure. If
the user has been authenticated already, the service provider
server B 550 displays a secret key registration screen.

FIG. 9 illustrates an example of a secret key registration
screen 901, which the service provider server B 550 provides
to the browser 220 according to the present exemplary
embodiment. The user (administrator) inputs a secret key
displayed on the above-described setting screen 801 for batch
printing into a secret key input area 902, and presses a regis-
tration button 903. When the registration button 903 is
pressed, the service provider server B 550 stores the secret
key into the management area prepared for each tenant.

The service provider server B 550 starts the scheduled job
when the start time of the scheduled job has come, and
requests batch printing to the service provider server A 500.

Upon receiving the request for batch printing, the service
provider server A 500 verifies whether this request is appro-
priate. If this request is appropriate, the service provider
server A 500 acquires data from the service provider server B
550 using the server B access token. Then, the service pro-
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6

vider server A 500 transmits a document generated based on
the acquired data to the service provider server C 560 using
the server C access token.

FIG. 2 illustrates a configuration of the client PC 200
according to the present exemplary embodiment. Further,
server computers that provide the authentication service
determination server 300, the authentication server A 400, the
authentication server B 450, the service provider server A
500, the service provider server B 550, and the service pro-
vider server C 560 are also configured in a similar manner to
the client PC 200. In this manner, a hardware configuration of
a commonly used information processing apparatus can be
used for the client PC 200 and the servers according to the
present exemplary embodiment.

Referring to FIG. 2, a central processing unit (CPU) 201
executes a program such as an operating system (OS) and an
application stored in a program read only memory (ROM) of
aROM 203, or loaded from a hard disk (HD) 211 to a random
access memory (RAM) 202. The HD 211 may be a solid state
disk (SSD). The “OS” stands for an operating system that runs
on a computer. Hereinafter, the operating system will be
referred to as the OS. Processing of respective flowcharts that
will be described below can be realized by executing this
program. The RAM 202 functions as, for example, a main
memory or a work memory for the CPU 201. A keyboard
controller (KBC) 205 controls a key input from a keyboard
(KB) 209 and a pointing device (not illustrated). A cathode-
ray tube (CRT) controller (CRTC) 206 controls a display of a
CRT display 210. A disk controller (DKC) 207 controls data
access to the HD 211, a floppy (registered trademark) disk
(FD), and the like that store various kinds of data. A network
card (NC) 212 is connected to the network, and controls
communication with another apparatus connected to the net-
work.

In all of the following descriptions, the hardware that actu-
ally executes the processing is the CPU 201, and the software
that actually executes the processing is the application pro-
gram installed in the HD 211, unless otherwise indicated.

Further, the CPU 201 performs the processing based on the
program stored in the HD 211, thereby realizing software
configurations illustrated in FIGS. 3 to 5, and processes in
respective steps in flows that will be described below.

FIG. 5 illustrates a module configuration of the service
provider server B 550 according to the present exemplary
embodiment. The service provider server B 550 includes an
access control module 551, a page generation module 552,
scheduled job registration modules 5531 and 5541, scheduled
job information management modules 5532 and 5542, sched-
uled job execution modules 5533 and 5543, batch printing
request modules 5534 and 5544, secret key management
modules 5535 and 5545, authentication information addition
modules 5536 and 5546, and business data management mod-
ules 5537 and 5547.

After the service provider server B 550 receives an access,
the access control module 551 determines whether the user’s
access has been authenticated already. If the user’s access is
not authenticated yet, the page generation module 552 pro-
vides the authentication screen to the browser 220. If the
user’s access has been authenticated already, the service pro-
vider server B 550 provides the service.

The scheduled job registration modules 5531 and 5541
register a scheduled job. Information regarding a scheduled
job such as a job start time is managed by the scheduled job
information management modules 5532 and 5542.

When a start time of a scheduled job has come, the sched-
uled job execution module 5533 or 5543 carries out the sched-
uled job. The batch printing request module 5534 or 5544 is
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invoked by the scheduled job execution module 5533 or 5543,
and issues a request for requesting batch printing to the ser-
vice provider server A 500. The secret key management mod-
ule 5535 or 5545 stores and acquires the secret key so that the
service provider server A 500 checks the validity of the batch
printing request. Then, the authentication information addi-
tion module 5536 or 5546 generates information required for
the validity check and adds it to the request.

After the service provider server B 550 receives a request
for acquiring business data, the business data management
module 5537 or 5547 acquires business data, and returns it to
an apparatus which has issued the request.

Further, the service provider server B 550 manages the
scheduled job registration modules 5531 and 5541, the sched-
uled job information management modules 5532 and 5542,
the scheduled job execution modules 5533 and 5543, the
batch printing request modules 5534 and 5544, the secret key
management modules 5535 and 5545, the authentication
information addition modules 5536 and 5546, and the busi-
ness data management modules 5537 and 5547 for each ten-
ant. These modules managed for each tenant may be stored in
the same HD 211 and may be managed in such a manner that
data pieces for the respective tenants are logically separated
from one another. Alternatively, the modules may be man-
aged while being physically separated from one another in
different HDs 211. Further, these modules are one as an
entity. The service provider server B 550 provides a tenant ID
to the respective modules, by which the respective modules
perform operations dedicated to this tenant. For example,
access limitation is imposed on only a data area specific to the
tenant. FIG. 5 illustrates the modules grouped for each tenant
according to this intention.

FIG. 3 illustrates a module configuration of the service
provider server A 500 according to the present exemplary
embodiment. The service provider server A 500 includes an
access control module 501, a data acquisition module 502, a
document generation module 503, a page generation module
504, an access token acquisition module 505, a batch printing
information management module 506, a secret key genera-
tion module 507, a document transmission module 508, an
authentication information verification module 509, and an
access token verification module 510.

After the service provider server A 500 receives access, the
access control module 501 determines whether this access
has been authenticated already. If the access has been authen-
ticated already, the service provider server A 500 provides the
service.

The service provider server A 500 performs batch printing
in response to the batch printing request from the service
provider server B 550. Upon receiving the batch printing
request, the authentication information verification module
509 verifies the received printing request. Information
required for the verification is stored in the HD 211 in
advance, and is managed by the batch printing information
management module 506.

FIG. 10 illustrates an example of batch printing informa-
tion stored in the HD 211. The secret key, and the access
tokens and the refresh tokens of the servers B and C, which
will be described below, are stored while being associated
with the tenant ID of the service provider server A 500. The
refresh token is an indefinitely usable token required to reis-
sue the access token when the access token has expired. In the
illustrated example, the batch printing information regarding
two tenants having tenant IDs “1000AA” and “1000BB” is
stored. The secret key stored as the batch printing information
is used to verify the batch printing request. A specific verifi-
cation method will be described below.
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The secret key in the batch printing information stored in
the HD 211 in advance is generated by the secret key genera-
tion module 507, and is managed while being associated with
the tenant ID of'the service provider server A 500. Further, the
server B access token and the service C access token in the
batch printing information are acquired by the access token
acquisition module 505 from the service provider server B
550 and the service provider server C 560, respectively. Then,
they are also managed while being associated with the tenant
ID of the service provider server A 500.

The data acquisition module 502 acquires the business data
from the service provider server B 550 with use of the server
B access token. The document generation module 503
acquires a form managed by a form management module (not
illustrated), and generates a document from the business data
acquired by the data acquisition module 502 and the form.
The document transmission module 508 transmits the docu-
ment generated by the document generation module 503 to
the service provider server C 560 with use of the server C
access token. The access token verification module 510 deter-
mines whether the server B access token and the server C
access token have expired, and reacquires the tokens if they
have expired.

FIG. 4 illustrates a module configuration of the service
provider server C 560 according to the present exemplary
embodiment. The service provider server C 560 includes an
access control module 561, a page generation module 562,
and a document printing module 563.

After the service provider server C 560 receives access, the
access control module 561 determines whether the user’s
access has been authenticated already. If the user’s access has
not been authenticated yet, the page generation module 562
provides an authentication screen to the browser 220. If the
user’s access has been authenticated already, the service pro-
vider server C 560 provides the service.

The document printing module 563 prints the document
transmitted from the service provider server A 500. The
details thereof will be described in a description of step
S1524.

In the following description, preparations for performing
batch printing will be described with reference to FIGS. 11 to
14

FIG. 11 illustrates a flow performed by the browser 220, the
service provider server A 500, and the authentication server A
400 according to the present exemplary embodiment. In step
S1101, the user presses the button 802 for setting the server C
access token on the setting screen 801 for batch printing,
which s displayed on the browser 220, and this triggers a start
of the present flow.

In step S1102, the service provider server A 500 receives a
request for setting the server C access token. The browser 220
has already completed user authentication to the service pro-
vider server A 500 by a login operation before the present flow
starts, and an authentication session ID of the service provider
server C 560 has been already issued by the authentication
server A 400. The authentication session ID of the service
provider server C 560 is specified in a Uniform Resource
Locator (URL) parameter “AUTH_ID” by the browser 220,
and is contained in the request for requesting setting of the
server C access token in the present step S1102.

In the present exemplary embodiment, the present flow is
performed assuming that the authentication session 1D is
added to Cookie “AUTH_SESSION_ID”. However, the
authentication session ID may be added by another method
than Cookie.

In step S1103, the service provider server A 500 acquires
the authentication session ID of the service provider server C
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560, which is contained in the parameter “AUTH_ID” as the
URL parameter of the above-described request for requesting
setting of the server C access token.

In step S1104, the service provider server A 500 invokes an
application programming interface (API) for acquiring an
access token, which is prepared in the authentication server A
400, while specifying the authentication session ID of the
service provider server C 560 acquired in the above-described
step S1103 as a parameter.

In step S1105, the authentication server A 400 receives the
invocation of the API for acquiring the server C access token
from the service provider server A 500. Then, in step S1106,
the authentication server A 400 issues the server C access
token and the server C refresh token. Then, the authentication
server A 400 returns the issued access token and refresh token
to the service provider server A 500.

In step S1107, the service provider server A 500 receives
the server C access token and the server C refresh token as
return values of the API.

In step S1108, the service provider server A 500 stores the
server C access token and the server C refresh token received
in step S1107 into the HD 211 while associating them with the
tenant ID of the service provider server A 500. The tenant ID
has been already identified and recognized by the service
provider server A 500 at the time of completion of the login
before the present flow starts.

In step S1109, the service provider server A 500 returns a
storage completion screen, which indicates completion of the
storage of the server C access token and the server C refresh
token, to the browser 220.

In step S1110, the browser 220 displays the storage
completion screen returned in step S1109.

Then, the present flow, which is performed by the browser
220, the service provider server A 500, and the authentication
server A 400, ends. The above-described flow is a flow for
acquiring the access token using the API for issuing an access
token, which is prepared in the authentication server A400,
but this flow may be realized by any other method that enables
the service provider server A 500 to acquire information
required for the service provider server A 500 to access the
service provider server C 560.

FIG. 12 illustrates a flow performed by the service provider
server A 500 according to the present exemplary embodi-
ment. This flow is a flow illustrating error processing when
the service provider server A 500 acquires the server C access
token. Steps similar to those described already are assigned
the same step numbers as those described already, and
descriptions thereof will be omitted unless otherwise noted.

In step S1201, the service provider server A 500 deter-
mines whether the service provider server A 500 could
acquire the server C access token and the server C refresh
token appropriately in step S1107. For example, the service
provider server A 500 may have failed to acquire the access
token when the authentication session ID acquired in step
S1103 has expired.

If the service provider server A 500 could acquire the
access token appropriately (YES in step S1201), the process-
ing proceeds to step S1108. If the service provider server A
500 has failed in acquiring the access token (NO in step
S1201), the processing proceeds to step S1202.

If the service provider server A 500 has failed in acquiring
the server C access token and the server C refresh token (NO
in step S1201), in step S1202, the service provider server A
500 returns an error screen that indicates the failure in acquir-
ing the server C access token and the server C refresh token to
the browser 220.
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Then, the present flow, which is performed by the service
provider server A 500 regarding acquisition and storage of the
server C access token, ends.

FIG. 13 illustrates a flow performed by the browser 220, the
service provider server A 500, and the authentication server B
450 according to the present exemplary embodiment. In step
S1301, the user presses the button 803 for setting the server B
access token on the setting screen 801 for batch printing,
which s displayed on the browser 220, and this triggers a start
of the present flow.

In step S1302, the service provider server A 500 receives a
request for setting the access token of the server provider
service B 550.

In step S1303, the service provider server A 500 instructs
the browser 220 to be redirected to the authentication server B
450. At that time, the service provider server A 500 adds a
client identifier of a source that requests setting of the access
token and a redirection URL to a URL as redirection param-
eters so that the authentication server B 450 can recognize the
source that requests setting of the access token (i.e., the ser-
vice provider server A 500) and a redirection destination after
completion of authentication. The client identifier is an iden-
tifier indicating that the source that accesses the authentica-
tion server B 450 is the service provider server A 500.

In step S1304, the authentication server B 450 returns a
display of a login screen (not illustrated) to the browser 220.

In step S1305, the browser 220 displays the login screen
returned in step S1304. The user inputs a user ID and a
password of the service provider server B 550 on the login
screen displayed on the browser 220, and presses a permis-
sion button for authentication.

In response to the user’s pressing of the authentication
button, in step S1306, the browser 220 requests the authenti-
cation server B 450 to allow access from the service provider
server A 500 to the service provider server B 550.

In step S1307, the authentication server B 450 receives the
authentication request from the browser 220. In step S1308,
the authentication server B 450 instructs the browser 220 to
be redirected to the service provider server A 500. The redi-
rection destination is added to the URL by the service pro-
vider server A 500 as the parameter at the time of redirection
to the authentication server B 450 in step S1303. An authen-
tication code is contained in a URL parameter of the redirec-
tion to the service provider server A 500. The authentication
code is a token valid for only a short time period to indicate
permission for user’s access, which is used to acquire the
access token.

Upon receiving the redirected access, in step S1309, the
service provider server A 500 transmits a request for acquir-
ing the server B access token to the authentication server B
450. At that time, the service provider server A 500 attaches
the authentication code contained in the URL parameter of
the redirection as a URL parameter of the request.

In step S1310, the authentication server B 450 receives the
request for acquiring the server B access token from the
service provider server A 500. In step S1311, the authentica-
tion server B 450 issues the server B access token and the
server B refresh token. Then, the authentication server B 450
returns these tokens to the service provider server A 500 as a
response.

In step S1312, the service provider server A 500 receives
the server B access token and the server B refresh token as the
response.

In step S1313, the service provider server A 500 stores the
server B access token and the server B refresh token received
in step S1312 into the HD 211 while associating them with the
tenant ID of the service provider server A 500. The tenant ID
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has been already identified and recognized by the service
provider server A 500 at the time of completion of the login
before the present flow starts.

In step S1314, the service provider server A 500 returns a
storage completion screen, which indicates completion of the
storage of the server B access token and the server B refresh
token, to the browser 220.

In step S1315, the browser 220 displays the storage
completion screen returned in step S1314.

The browser 220, the service provider server A 500, and the
authentication server B 450 perform the flow regarding acqui-
sition and storage of the server B access token in the above-
described manner. The above-described flow is a flow for
acquiring the access token according to OAuth. However, this
flow may be realized by any other method that allows the
service provider server A 500 to acquire information required
for the service provider server A 500 to access the service
provider server B 550.

FIG. 14 illustrates a flow performed by the browser 220, the
service provider server A 500, and the service provider server
B 550 according to the present exemplary embodiment. In
step S1401, the user presses a button for issuing a secret key
on a secret key issuance screen (not illustrated), which is
displayed on the browser 220 by being provided by the ser-
vice provider server A 500, and this triggers a start of the
present flow.

In step S1402, the service provider server A 500 receives a
request for issuing a secret key.

In step S1403, the service provider server A 500 issues
(generates) a secret key. In the present exemplary embodi-
ment, the secret key is a combination of a Universally Unique
Identifier (UUID) generated by the service provider server A
500 and the tenant ID of the service provider server A 500, but
may have another content.

In step S1404, the service provider server A 500 stores the
secret key issued in step S1403 into the HD 211 while asso-
ciating it with the tenant ID of the service provider server A
500. The tenant ID has been already identified and recognized
by the service provider server A 500 at the time of completion
of the login before the present flow starts. Further, once the
secret key is stored in step S1404, the secret key is not gen-
erated again in step S1403.

In step S1405, the service provider server A 500 returns the
secret key confirmation screen 801, which allows the user to
confirm the secret key issued in step S1403, to the browser
220.

In step S1406, the browser 220 displays the secret key
confirmation screen 801 that has been returned in step S1405.
The user writes down or copies the displayed secret key to
specify the secret key on the secret key registration screen
901, which will be described below.

In step S1407, the browser 220 accesses the secret key
registration screen 901 provided by the service provider
server B 550. The user is authenticated at this time if neces-
sary.
In step S1408, the service provider server B 550 returns the
secret key registration screen 901, which allows the user to
register the secret key, to the browser 220.

In step S1409, the browser 220 displays the secret key
registration screen 901 that has been returned in step S1408.
Then, the user inputs the written or copied secret key into the
displayed secret key registration screen 901.

In step S1410, the browser 220 issues a request for regis-
tering the secret key to the service provider server B 550. It is
desirable that the communication between the client PC 200
and the service provider server B 550 is encrypted, because
the secret key is contained as a parameter of a URL of the
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request. The present exemplary embodiment has been
described based on an example of the GET method, according
to which the secret key is transmitted with use of the param-
eter of the URL. However, obviously, the secret key may be
transmitted by the POST method.

In step S1411, the service provider server B 550 receives
the request for registering the secret key from the browser
220.

In step S1412, the service provider server B 550 stores the
secret key contained in the request received in step S1411 into
the HD 211 while associating it with the tenant ID of the
service provider server A 500. The tenant ID has been already
stored in the service provider server B 550 in advance with
use of a storage screen (not illustrated). The tenant ID of the
service provider server A 500 and the tenant ID of the service
provider server B 550 are associated with each other in a
one-to-one relationship. Further, it is desirable that the secret
key and the tenant ID of the service provider server A 500 are
stored in a different area for each tenant of the service pro-
vider server B 550 and managed so as to prevent access from
a tenant other than the tenant to be processed. Further, a same
secret key is used for even different scheduled jobs, as long as
these jobs correspond to a same tenant ID of the service
provider server B 550.

Then, the present flow, which is performed by the browser
220, the service provider server A 500, and the service pro-
vider server B 550, ends.

Next, batch printing, which is performed after completion
of the preparations described with reference to FIGS. 11 to
14, will be described.

FIGS. 15A and 15B illustrate flows performed by the ser-
vice provider server A 500, the service provider server C 560,
the service provider server B 550, and the authentication
server A 400 according to the present exemplary embodi-
ment. A scheduled job is started by the scheduled job execu-
tion module 5533 or 5543 according to an execution start time
of the scheduled job managed by the scheduled job informa-
tion management module 5532 or 5542 of the service pro-
vider server B 550, and this triggers a start of the present
flows.

In step S1501, the scheduled job execution module 5533 or
5543 of the service provider server B 550 starts to carry out
the scheduled job. The scheduled job execution module 5533
or 5543 checks execution start times of all of the scheduled
jobs managed by the scheduled job information management
module 5532 or 5542, and starts to carry out a scheduled job,
the execution start time of which has come. Upon starting to
carry out the scheduled job, the scheduled job execution
module 5533 or 5543 invokes the batch printing request mod-
ule 5534 or 5544, and passes over the subsequent processing
thereto.

In step S1502, the batch printing request module 5534 or
5544 of the service provider server B 550 requests the service
provider server A 500 to carry out batch printing. Because the
batch printing request is issued as a scheduled job that does
not require user’s login, the system of the service provider
server B 550 itself carries out this job actually (under the
system authority) instead of a certain specific user, unlike a
normal printing request issued after use’s login. Therefore,
the service provider server A 500, which receives the request,
cannot determine the validity of the batch printing request
based on a user and a tenant ID.

In step S1503, the access control module 501 of the service
provider server A 500 receives the batch printing request. As
described above, since information for identifying a user such
as an authentication session ID is not contained in the batch
printing request, therefore, the service provider server A 500
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verifies whether the service provider server A 500 can accept
the batch printing request by steps S1504 to S1512, which
will be described below.

In step S1504, the authentication information verification
module 509 of the service provider server A 500 transmits a
challenge of Digest authentication to the service provider
server B 550.

FIG. 17 illustrates an example of the challenge of Digest
authentication (a part of a WWW-Authenticate response
header) transmitted by the authentication information verifi-
cation module 509 according to the present exemplary
embodiment. The name of the service of the service provider
server A 500 is set in a realm 1702. A Digest authentication
algorithm “SHA-256" is set in an algorithm 1703. A one-time
token generated by the authentication information verifica-
tion module 509 is set in a nonce 1704. The one-time token
means a token used only for Digest authentication, which is
used at the time of Digest authentication.

In step S1505, the access control module 551 of the service
provider server B 550 receives the challenge of Digest
authentication, and provides it to the authentication informa-
tion addition module 5536 or 5546.

In step S1506, the secret key management module 5535 or
5545 of the service provider server B 550 acquires the secret
key stored into the HD 211 in step S1412. The secret key
management module 5535 or 5545 identifies the tenant ID
corresponding to the current scheduled job, and acquires the
secret key associated with this tenant ID. The secret key
management module 5535 or 5545 provides the acquired
secret key to the authentication information addition module
5536 or 5546.

In step S1507, the authentication information addition
module 5536 or 5546 of the service provider server B 550
acquires the tenant ID corresponding to the scheduled job.

In step S1508, the authentication information addition
module 5536 or 5546 of the service provider server B 550
generates a response of Digest authentication from the chal-
lenge of Digest authentication provided from the access con-
trol module 551 in step S1505, the secret key provided from
the secret key management module 5535 or 5545 in step
S1506, the tenant ID of the service provider server A 500
acquired in step S1507, and the like.

FIG. 18 illustrates an example of the challenge of Digest
authentication (a part of an Authorization request header)
generated by the authentication information addition module
5536 or 5546 according to the present exemplary embodi-
ment. The tenant ID of the service provider server A 500
corresponding to the secret key acquired in step S1506 is set
inausername 1802. The values in the same items contained in
the above-described challenge of Digest authentication are
setin arealm 1803 and a nonce 1804, respectively. A one-time
token generated by the authentication information addition
module 5536 or 5546 is set in a cnonce 1806. Then, a string is
formed by connecting the username 1802, the realm 1803, the
nonce 1804, the cnonce 1806, and the secret key provided
from the secret key management module 5535 or 5545 in step
S1506, and a digest is further formed from this string with use
of “SHA-256" specified in an algorithm 1805. The resultant
value is set in a response 1807.

In step S1509, the authentication information addition
module 5536 or 5546 of the service provider server B 550
transmits the response of Digest authentication generated in
step S1508 to the service provider server A 500. At that time,
the authentication information addition module 5536 or 5546
sets the tenant ID of the service provider server A 500
acquired in step S1507 to a URL parameter “tenant_ID”,
separately from the response of Digest authentication.
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In step S1510, the access control module 551 of' the service
provider server A 500 receives the response of Digest authen-
tication and the URL parameter transmitted from the service
provider server B 550. In this step S1510, the access control
module 551 acquires the value of the URL parameter “tenan-
t_ID” to determine which tenant is accessing.

In step S1511, the batch printing information management
module 506 of the service provider server A 500 searches the
batch printing information stored in the HD 211 using the
value of the URL parameter “tenant_ID” received in step
S1510 as a key. Then, the batch printing information man-
agement module 506 identifies and acquires the secret key
associated with this tenant ID. After that, the batch printing
information management module 506 provides the acquired
secret key and the tenant ID to the authentication information
verification module 509.

In step S1512, the authentication information verification
module 509 of the service provider server A 500 verifies the
validity of the response of Digest authentication received in
step S1510. The authentication information verification mod-
ule 509 connects the username 1802, the realm 1803, the
nonce 1804, and the cnonce 1806 in the response of Digest
authentication (the Authorization request header) received in
step S1510, and the secret key provided in step S1511 by the
same method as the method when the authentication infor-
mation addition module 5536 or 5546 generated the response,
and forms a digest from the connected string with use of
“SHA-256" specified in the algorithm 1805. The authentica-
tion information verification module 509 verifies the validity
by comparing the value formed as the digest to the value in the
response 1807 in the response of Digest authentication and
determining whether they match each other. If they match
each other, the authentication information verification mod-
ule 509 determines that the response of Digest authentication
is valid. If the authentication information verification module
509 determines that the response of Digest authentication is
valid, the processing proceeds to step S1515 illustrated in
FIG. 15B. If the authentication information verification mod-
ule 509 determines that the response of Digest authentication
is invalid, the page generation module 504 of the service
provider server A 500 generates an error screen, and returns it
to the service provider server B 550. In this case, the sched-
uled job of batch printing is suspended here.

In the processing illustrated in FIG. 15A, the secret key is
used as the identifier for performing Digest authentication, as
described above. Therefore, the processing illustrated in FIG.
15A has been described as an example in which the secret key
itself is not used for encryption and decryption. However, the
present exemplary embodiment is not limited thereto, and
may be configured so as to encrypt and decrypt the response
of Digest authentication itself by the secret key.

Through the above-described steps, the reception of batch
printing at the service provider server A 500 is completed.

A flow when the service provider server A 500 carries out
the received batch printing, which will be performed after the
processing in FIG. 15A, will be described with reference to
FIG. 15B.

In step S1515, the batch printing information management
module 506 of the service provider server A 500 searches the
batch printing information stored in the HD 211 using the
value in the URL parameter “tenant_ID” received in step
S1510 as a key. Then, the batch printing information man-
agement module 506 identifies and acquires the server B
access token associated with this tenant ID.

In step S1516, the batch printing information management
module 506 of the service provider server A 500 searches the
batch printing information stored in the HD 211 using the
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value in the URL parameter “tenant_ID” received in step
S1510 as a key. Then, the batch printing information man-
agement module 506 identifies and acquires the server C
access token associated with this tenant ID.

In step S1520, the access token verification module 510 of
the service provider server A 500 invokes an API for verifying
validity of an access token, which is prepared in the authen-
tication server A 400, while specifying the server C access
token acquired in step S1516, and verifies whether this access
token is valid. Document generation in step S1519, which
will be described below, takes a long time if the acquired data
has a large volume, for example. Therefore, in this step
S1520, the access token verification module 510 verifies the
validity of the server C access token in advance.

In step S1521, in response to the invocation of the API for
verifying validity of an access token, the authentication server
A 400 verifies whether the specified access token is valid, and
returns the verification result to the service provider server A
500. Ifthe acquired verification result indicates that the server
C access token is valid, the processing proceeds to step
S1517. If the server C access token is not valid (i.e., invalid),
the processing proceeds to step S1607 in FIG. 16B. A flow
when the access token is not valid will be described separately
with reference to FIG. 16B.

In step S1517, the data acquisition module 502 of the
service provider server A 500 transmits a request (query) for
acquiring business data to the service provider server B 550.
The data acquisition module 502 can acquire the business
data by specitfying the server B access token acquired in step
S1515 to a parameter of a Web service API published by the
service provider server B 550.

In step S1518, the service provider server B 550 transmits
the business data to the service provider server A 500 in
response to the API request for acquiring the business data.

In step S1519, the document generation module 503 of the
service provider server A 500 acquires a form managed by the
form management module (not illustrated), and generates a
document from the acquired business data and the acquired
form. At that time, the document generation module 503 uses
the form set on the scheduled job registration screen 601
illustrated in FIG. 6.

Steps 1520 and 1521 are performed again after the process
of step S1519. Thus, the service provider server A 500 reac-
quires a result of verification of the server C access token.
This is because, if the processes from step S1517 to step
S1519 take a long time, the server C access token may be
invalidated by the time immediately after step S1519 even if
the server C access token had been valid until immediately
before step S1517.

In FIG. 15B, steps 1520 and 1521 are performed twice, but
the present exemplary embodiment may be configured to
perform them only once.

In step S1522, the document transmission module 508 of
the service provider server A 500 transmits the document
generated in step S1519 to the service provider server C 560.
The document transmission module 508 can transmit the
document by specifying the server C access token acquired in
step S1516 to a parameter of a Web server API published by
the service provider server C 560.

In step S1523, the access control module 561 of the service
provider server C 560 receives the document. In step S1524,
the document printing module 563 prints this document. The
term “print” here is used to refer to converting the document
into a Page Description Language (PDL) format, transmitting
the PDL data to a printer, and causing the printer to print a
document based on the PDL data.
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In step S1525, the document transmission module 508 of
the service provider server A 500 returns a notification that
indicates completion of the document transmission to the
browser 220. In the present flow, the service provider server A
500 returns the notification that indicates completion of the
document transmission to the browser 220 without waiting
for completion of the printing of the document at the service
provider server C 560 (step S1524). However, the service
provider server A 500 may wait for completion of the printing
of the document, and return a notification that indicates the
completion of the printing to the browser 220.

In step S1526, the browser 220 receives the notification
that indicates completion of the document transmission
returned in step S1525.

Then, the present flow, which is performed by the service
provider server A 500, the service provider server C 560, the
service provider server B 550, and the authentication server A
400, ends.

FIGS. 16A and 168 illustrate flows performed by the ser-
vice provider server A 500 according to the present exemplary
embodiment. The present flows are flows indicating process-
ing when the server B access token required to acquire the
business data and the server C access token required to trans-
mit the document have expired in addition to the processing
illustrated in FIG. 15B. Steps similar to the steps described
already are assigned the same step numbers as the steps
described already, and descriptions thereof will be omitted
unless otherwise noted.

Step S1620 indicates a process for verifying the validity of
the server C access token. In the following description, the
process performed in step S1620 will be described.

In step S1607, the access token verification module 510 of
the service provider server A 500 determines whether the
server C access token is valid based on the result of the
verification of the validity of the server C access token
returned from the authentication server A 400 in step S1520.

If the server C access token is valid (YES in step S1607),
the processing proceeds to step S1517. If the server C access
token is not valid (NOin step S1607), the processing proceeds
to step S1608. As described with reference to FIG. 15B, the
service provider server A 500 performs the process of step
S1620 for verifying the validity of the server C access token
twice. Therefore, if the access token verification module 510
determines that the server C access token is valid in step
S1607 in step S1620 performed after step S1519, the process-
ing proceeds to step S1522.

In step S1608, the batch printing information management
module 506 ofthe service provider server A 500 identifies and
acquires the server C refresh token stored in step S1108
illustrated in FIG. 11. The batch printing information man-
agement module 506 searches the batch printing information
in the HD 211 using the value of the URL parameter “tenan-
t_ID” received in step S1510 as a key to identify the server C
refresh token associated with this tenant ID.

In step S1609, the access token acquisition module 505 of
the service provider server A 500 invokes an API for reac-
quiring the server C access token, which is prepared in the
authentication server A 400. At that time, the access token
acquisition module 505 of the service provider server A 500
specifies the server C refresh token acquired in step S1608 as
a parameter when invoking the API. In response to the invo-
cation of the API, the authentication server A 400 verifies the
refresh token. If the refresh token is valid, the authentication
server A 400 reissues the server C access token, and returns
this token to the service provider server A 500 as a return
value of the API.
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In step S1611, the service provider server A 500 deter-
mines whether the service provider server A 500 has suc-
ceeded in reacquisition of the server C access token in step
S1609. As a result of the determination, if the service provider
server A 500 has succeeded in reacquisition of the server C
access token (YES in step S1611), the processing proceeds to
step S1610. If the service provider server A 500 has not
succeeded in reacquisition of the server C access token (NO
in step S1611), the processing proceeds to step S1612. Then,
the processing is suspended.

In step S1610, the batch printing information management
module 506 of the service provider server A 500 stores the
server C access token reacquired from the authentication
server A 400 in step S1609 into the HD 211 again while
associating it with the tenant ID of the service provider server
A 500.

Next, step S1601 in FIG. 16 A, which is a subsequent step
to step S1517, will be described. In step S1601, the data
acquisition module 502 of the service provider server A 500
determines whether the data acquisition module 502 has suc-
ceeded in acquisition of the business data in step S1517. If the
data acquisition module 502 has succeeded in acquisition of
the business data (YES in step S1601), the processing pro-
ceeds to step S1519. If the data acquisition module 502 has
failed in acquisition of the business data (NO in step S1601),
the processing proceeds to step S1602. The data acquisition
module 502 may fail in acquisition of the business data when
the access token has expired or there is some problem with the
query for acquiring the data.

In step S1602, the data acquisition module 502 of the
service provider server A 500 analyzes an error that is issued
from the service provider server B 550 in the case of a failure
in acquisition of the business data, and determines whether
this error is an error due to expiration of the server B access
token. If the error is an error due to expiration of the server B
access token (YES in step S1602), the processing proceeds to
step S1603. If not (NO in step S1602), the data acquisition
module 502 determines that the data acquisition module 502
cannot acquire the business data for some reason (for
example, a non-existent table is specified in the query). Then,
in step S1606, the flow is suspended.

In step S1603, the batch printing information management
module 506 ofthe service provider server A 500 identifies and
acquires the server B refresh token stored in step S1313
illustrated in FIG. 13. The batch printing information man-
agement module 506 searches the batch printing information
in the HD 211 using the value of the URL parameter “tenan-
t_ID” received in step S1510 as a key to identify the server B
refresh token associated with this tenant ID.

In step S1604, the access token acquisition module 505 of
the service provider server A 500 transmits a request for
reacquiring the server B access token to the authentication
server B 450. At that time, the access token acquisition mod-
ule 505 of the service provider server A 500 attaches the
refresh token acquired in step S1603 as a URL parameter of
the request. Upon receiving the request, the authentication
server B 450 verifies the refresh token. If the refresh token is
valid, the authentication server B 450 reissues the server B
access token, adds this token to a response, and returns the
response to the service provider server A 500.

In step S1605, the batch printing information management
module 506 of the service provider server A 500 stores the
server B access token reacquired from the authentication
server B 450 in step S1604 into the HD 211 again while
associating it with the tenant ID of the service provider server
A 500.
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Next, a second exemplary embodiment of the present
invention will be described with reference to the drawing.
Descriptions of similar portions to the first exemplary
embodiment will be omitted. In the following description,
only differences from the first exemplary embodiment will be
described.

FIG. 19 illustrates a flow performed by the service provider
server A 500 according to the second exemplary embodiment.
Steps similar to the steps described already are assigned the
same step numbers as the steps described already, and
descriptions thereof will be omitted unless otherwise noted.
In step S1901, the service provider server A 500 determines
whether the received request is a batch printing request issued
from the service provider server B 550, or a printing request
issued from the browser 220 by a user’s operation. The ser-
vice provider server A 500 makes this determination based on
whether a session ID of an authenticated user of the service
provider server B 550 is contained in a parameter “sessionid”
as a URL parameter of the request. If no session ID is con-
tained (YES in step S1901), the service provider server A 500
determines that the received request is a batch printing
request, and the processing proceeds to step S1503. If a ses-
sion ID is contained (NO in step S1901), the service provider
server A 500 determines that the received request is a printing
request issued by a user’s operation, and the processing pro-
ceeds to step S1902. In step S1902, the service provider
server A 500 accesses the service provider server B 550 with
use of the above-described session ID to acquire business
data. Then, in step S1903, the service provider server A 500
generates a document. In step S1904, the service provider
server A 500 transmits the document generated in the previ-
ous step S1903 to the service provider server C 560, and
issues a request for requesting printing. User authentication is
required for the document transmission to the service pro-
vider server C 560, and an authentication session ID of the
service provider server C 560 is contained in a parameter
“AUTH_ID” as a URL parameter of the request for requesting
printing. In transmitting the document, the service provider
server A 500 uses this authentication session ID.

According to the second exemplary embodiment, even
when there are both a batch printing request issued from the
service provider server B 550 and a normal printing request
issued from the browser 220 by a user’s operation, it is pos-
sible to respond to both of the requests without changing the
configuration of the service provider server A 500.

Further, the present invention can be also realized by per-
forming the following processing.

This processing is by supplying software (a program)
capable of realizing the functions of the above-described
exemplary embodiments to a system or an apparatus via a
network or various kinds of storage media, and causing a
computer (or, for example, a CPU or a micro processing unit
(MPU)) of the system or the apparatus to read out this pro-
gram to execute it.

According to the present invention, it is possible to identify
the first token and the second token based on the identifier,
and to take advantage of the tokens by using the identified first
token for the first external information processing apparatus
and using the identified second token for the authentication
processing apparatus.

Other Embodiments

Embodiments of the present invention can also be realized
by a computer of a system or apparatus that reads out and
executes computer executable instructions recorded on a stor-
age medium (e.g., non-transitory computer-readable storage
medium) to perform the functions of one or more of the
above-described embodiment(s) of the present invention, and
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by a method performed by the computer of the system or
apparatus by, for example, reading out and executing the
computer executable instructions from the storage medium to
perform the functions of one or more of the above-described
embodiment(s). The computer may comprise one or more of
a central processing unit (CPU), micro processing unit
(MPU), or other circuitry, and may include a network of
separate computers or separate computer processors. The
computer executable instructions may be provided to the
computer, for example, from a network or the storage
medium. The storage medium may include, for example, one
or more of a hard disk, a random-access memory (RAM), a
read only memory (ROM), a storage of distributed computing
systems, an optical disk (such as a compact disc (CD), digital
versatile disc (DVD), or Blu-ray Disc (BD)™), a flash
memory device, a memory card, and the like.

While the present invention has been described with refer-
ence to exemplary embodiments, it is to be understood that
the invention is not limited to the disclosed exemplary
embodiments. The scope of the following claims is to be
accorded the broadest interpretation so as to encompass all
such modifications and equivalent structures and functions.

This application claims the benefit of Japanese Patent
Application No. 2013-027837 filed Feb. 15, 2013, which is
hereby incorporated by reference herein in its entirety.

What is claimed is:

1. A server system comprising:

a reception unit configured to receive an identifier from a
first external information processing apparatus;

an identification unit configured to identify, based on the
identifier, a first access token for acquiring data from the
first external information processing apparatus and a
second access token for acquiring a verification result
from an authentication processing apparatus;

a generation unit configured to acquire data from the first
external information processing apparatus using the first
access token to generate a document from the acquired
data;

an acquisition unit configured to acquire the verification
result of the second access token from the authentication
processing apparatus by transmitting the second access
token to the authentication processing apparatus; and

a transmission unit configured to transmit the generated
document to a second external information processing
apparatus using the second access token;

wherein at least one of the reception unit, the identification
unit, the generation unit, the acquisition unit and the
transmission unit is implemented, at least in part, by at
least one hardware processor.

2. The server system according to claim 1, wherein the
acquisition unit acquires the verification result of the second
access token before the generation unit generates the docu-
ment, and reacquires the verification result of the second
token after the generation unit generates the document.

3. The server system according to claim 1, wherein the
generation unit ends processing without generating the docu-
ment from the acquired data if the authentication processing
apparatus determines that the second access token is invalid.
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4. The server system according to claim 1, wherein the
second external information processing apparatus converts
the document and transmits the converted document to a
printer.

5. The server system according to claim 1, further compris-
ing an authentication unit configured to authenticate the first
external information processing apparatus if a request for
batch printing is received from the first external information
processing apparatus,

wherein the reception unit receives the identifier as a

response to the authentication.

6. The server system according to claim 1, wherein the
generation unit acquires the data from the first external infor-
mation processing apparatus with use of the first access token
and generates the document from the acquired data if the
verification result acquired by the acquisition unit indicates
that the second access token is valid.

7. A control method comprising:

receiving an identifier from a first external information

processing apparatus;

identifying, based on the identifier, a first access token for

acquiring data from the first external information pro-
cessing apparatus and a second access token for acquir-
ing a verification result from an authentication process-
ing apparatus;

acquiring data from the first external information process-

ing apparatus using the first access token to generate a
document from the acquired data;

acquiring the verification result of the second access token

from the authentication processing apparatus by trans-
mitting the second access token to the authentication
processing apparatus; and

transmitting the generated document to a second external

information processing apparatus using the second
access token.

8. The control method according to claim 7, further com-
prising acquiring the verification result of the second access
token before the document is generated, and reacquiring the
verification result of the second access token after the docu-
ment is generated.

9. The control method according to claim 7, further com-
prising ending processing without generating the document
from the acquired data if the authentication processing appa-
ratus determines that the second access token is invalid.

10. The control method according to claim 7, wherein the
second external information processing apparatus converts
the document and transmits the converted document to a
printer.

11. The control method according to claim 7, further com-
prising authenticating the first external information process-
ing apparatus if a request for batch printing is received from
the first external information processing apparatus, and

receiving the identifier as a response to the authenticating.

12. The control method according to claim 7, further com-
prising acquiring the data from the first external information
processing apparatus with use of the first access token and
generating the document from the acquired data if the
acquired verification result indicates that the second access
token is valid.



